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Abstract

The objective of this paper is twofold. Firstly, it portrays and evaluates the existing corporate governance structure and secondly, highlights its connection with internal audit function and management practices. It is adopted a descriptive research analysis using the quantitative approach on a sample of listed companies in Athens Stock Exchange for the year 2016. Our methodological research instrument is based on COSO (2013) Internal Control - Integrated Framework. The paper concludes that corporate governance is driven to managerial excellence and effective governance because of internal audit processes, risk assessment, control activities, information and communication, and monitoring activities. The research contributes to the corporate governance literature by providing valuable insights into the major aspects of a well-functioning internal control system and its relevance to management performance. Proposed areas for future research directions should be discussed.
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1. INTRODUCTION

In a constantly changing economic landscape, the paramount importance of corporate governance is highly debated among academics, executives, investors, and policymakers. Although the term “Corporate Governance” was first evolved in the 1980s (Earl, 1983), the field of corporate governance dates back to the dominant paradigm of Principal-Agent (Agency) theory. Jensen and Meckling (1976:308), in their seminal work on agency theory, defined agency relationship as “a contract under which one or more (principals) engage another person (the agent) to perform some service on their behalf which involves delegating some decision - making authority to the agent”.

A contract relationship may result in conflicting interests between principals (shareholders) and agent (top management) due to asymmetric information, adverse selection, and moral hazard. Such conflict of interest creates agency costs (Zain, et. al., 2010). In other words, shareholders may encounter problems of the hidden pursuit of private interests and opportunistic behavior by directors and management. Moreover, the hidden information and collective action problems not only prevent close monitoring of management performance but also enable directors and managers to develop a variety of techniques to tunnel assets and extract private gain at the expense of the company (Mc Cahery and Vermeulen, 2010).

Although Agency theory is the dominant theoretical scheme in corporate governance studies, Stewardship theory is proposed as challenge that managers are “self-interested rational maximizers” (Chamber, et. al. 2013:18), having its roots in organizational psychology and sociology (Donaldson, 1990; Davis et. al. 1997; Cornforth 2003). Managers are good stewards of the corporate and work closely with the principal to achieve a “goal alignment” (Fan, 2004:3).

Under these perspectives, the OECD in Principles of Corporate Governance qualified the definition cited below: “Corporate governance involves a set of relationships between a company’s management, its board, its shareholders and other stakeholders. Corporate governance also provides the structure through which the objectives of the company are set, and the means of attaining those objectives and monitoring performance are determined” (OECD, 2015:9). As such, corporate governance is a cornerstone of trust, transparency, ethics, accountability and risk management supporting long-term investment, financial stability and integrity to both listed and state-owned companies (Nerantzidis and Filos, 2014).

In Greece, the corporate governance framework has mainly developed through the adaptation of binding rules. For instance, the most
important Law 3016/2002 for listed companies, which stipulates, inter alia, particular duties of the management about the composition of Board of Directors, non-executive directors' remuneration, the operation of internal audit units and the adoption of internal audit procedures (Koutoupis, 2012; Spanos, 2003).

In addition, the incorporation of legislative acts into the Greek legal framework creates a new set of corporate governance rules. This includes Law 3693/2008, which requires the creation of audit committees as well as important disclosure obligations regarding ownership and governance of a company. Meanwhile, Law 3884/2010, which incorporates Shareholder Rights Directive 2007/36/EC, brought about changes in the preparation of the General Meeting of shareholders and the information, which is posted on company’s website. With regard to the provisions of Law 3873/2010, which transfer the European Directive 2006/46/EC on the annual and consolidates accounts of companies of certain legal type.

The Athens Stock Exchange and the Hellenic Capital Market Commission have further supplemented the corporate governance framework by introducing Rulebooks, Decisions and Directives concerning the requirements for the listing of securities, the operation of securities exchanges, the insider trading, the take-over offers, the requirements for the publication of a prospectus for the purposes of initial public offering and listing.

Our analysis is focused on particular traits of corporate governance and management control system in the context of the current situation in the Greek capital market. In this way, it aims to capture via the COSO Framework, the fundamental premise that the implementation of these traits contributes to improving organizational performance and governance.

The remaining of this paper is organized as follows: Section two briefly presents an overview of COSO 2013 Internal Control – Integrated Framework. Section three is dedicated to the literature review, whilst section four describes the research methodology. The empirical results are presented in section five and the last Section summarizes the paper’s conclusion and further research.

2. BACKGROUND OF INTERNAL CONTROLS’ STRUCTURE

The structure of corporate governance is comprised of distinctively interrelated components designed to safeguard the interests of shareholders and eliminate the agency costs. In order to fulfill these objectives, there is an imperative need for implementing an effective internal control system. The most widespread and recognized framework within corporate governance committees (Corporate Governance Committee, 2008), regulators (PCAOB, 2004) and professional bodies (Institute of Internal Auditors) that applied the internal audit dimension is the Committee of Sponsoring Organizations (COSO) Internal Control-Integrated Framework (referred to as “the COSO Framework”) (Swinkels, 2009).

The COSO Framework was initially published in 1992 and in accordance with the evolution of the organization’s operating environment updated in 2013. It was developed in order to “enable organizations to effectively and efficiently develop systems of internal control that adapt to changing business and operating environments, mitigate risks and acceptable levels, and support sound decision making and governance of the organization” (COSO, 2013:1). The COSO framework provides guidance for management on how to implement and evaluate internal control processes leading to the improvement of governance processes. Thus, it sets out a standard leadership umbrella for governing and managing a successful organization (COSO, 2014).

The COSO Framework sets forth three distinct but overlapping categories of objectives, which allow organizations to focus on separate aspects of internal control. Firstly, Operations Objectives refer to effectiveness and efficiency of the entity’s operations and include operations and financial performance goals and safeguarding assets against loss. Secondly, Reporting Objectives pertain to the reliability of reporting and include internal and external financial and non-financial reporting. Thirdly, Compliance Objectives relate to adherence to laws and regulations to which the entity must follow (COSO, 2013).

In this sense, internal audit is not limited to a traditional view of financial and related administrative control but included the broader concept of management control and the importance of non-financial information. So, it is unequivocally defined as “a process, effected by an entity’s board of directors, management, and other personnel, designed to provide reasonable assurance regarding the achievement of objectives in the following categories: i) effectiveness and efficiency of operations, ii) reliability of financial reporting and iii) compliance with applicable laws and regulations.” (COSO, 1994:13).

Consequently, the aforementioned definition emphasizes fundamental concepts of internal control including that is a) a process consisting of ongoing tasks and activities, b) effected by people, not merely by policy manuals, systems, and forms, c) able to provide reasonable assurance, not absolute assurance, to an entity’s senior management and board, d) geared to the achievement of objectives in one or more separate but overlapping categories and e) adaptable to the entity structure (Babkin, et. al., 2017; COSO 2014).

The internal control system consists of five essential components which are subdivided into seventeen principles. According to COSO’s executive summary “These principles representing the fundamental concepts associated with each component. Because these principles are drawn directly from the components, an entity can achieve effective internal control by applying all principles. All principles apply to operations, reporting and compliance objectives” (COSO, 2014:2).

Component 1: Control environment

“Control environment is the set of standards, processes, and structures that provide the basis for carrying out internal control across the organization (COSO, 2013:31). It influences the quality of a sound internal control system by ensuring that internal control is embedded into the structure and thinking of the company on both the management and staff level. It can be characterized as the control consciousness” of the organization (Herz, et. al.
2017:21). The board of directors and senior management establish the tone from the top regarding the importance of internal control and expected standards of conduct. The control environment consists of principles such as established ethical values, management philosophy, assignment of responsibility and the leadership and guidance provided by senior management on internal control. There are five principles relating to control environment:

- Commitment to integrity and ethics.
- Oversight for internal control by the board of directors, independent of management.
- Structures, reporting lines and appropriate responsibilities in the pursuit of objectives established by management and overseen by the board.
- A commitment to attract, develop and retain competent individuals in alignment with objectives.
- Holding individuals accountable for their internal control responsibilities in pursuit of objectives.

Component 2: Risk assessment

"Risk assessment involves a dynamic and iterative process for identifying and analyzing risks to achieving the entity’s objectives, forming a basis for determining how risks should be managed. Management considers possible changes in the external environment and within its own business model that may impede its ability to achieve its objectives" (COSO, 2013:59). The risk is defined as “the possibility that an event will occur and adversely affect the achievement of objectives” (COSO, 2013:59). There are four principles of risk assessment:

- Specifying objectives clearly enough for risks to be identified and assessed.
- Identifying and analyzing risks in order to determine how they should be managed.
- Considering the potential of fraud.
- Identifying and assessing changes that could significantly impact the system of internal control

Component 3: Control activities

"Control activities are the actions established by the policies and procedures to help ensure that management directives to mitigate risks to the achievement of objectives are carried out. Control activities are the "things a company does" to reduce the effect of risk from both an operational and functional reporting (COSO, 2013:87). They may be preventive or detective in nature and includes authorizations and approvals, verifications, reconciliations, and business performance reviews (INTOSAI, 2014). The three principles for establishing effective control activities are:

- Selecting and developing controls that help mitigate risks to an acceptable level.
- Selecting and developing general control activities over technology.
- Deploying control activities as specified in policies and relevant procedures.

Component 4: Information and communication

The decision-making-driven organization relies on internal and external sources of information. Information is necessary for the entity to carry out internal control responsibilities in support of the achievement of its objectives (INTOSAI, 2014). Communication is defined as “the continual, iterative process of providing, sharing and obtaining necessary information (COSO, 2014:105). The three principles relating to Information and communication are:

- Obtaining or generating relevant, high-quality information to support internal control.
- Internally communicating information, including objectives and responsibilities, necessary to support the other components of internal control.
- Communicating relevant internal control matters to external parties.

Component 5: Monitoring

Monitoring is defined as “management’s activities that assess whether each of the five components of internal control and the relevant principles are present and functioning” (COSO, 2014:124). It is an imperative need to monitor the internal control system because of the changing technology that influences the potential existence of risks. Thus, monitoring should be part of the operational business as well as a supervisory activity performed by management on behalf of the board. An effective monitoring foundation is dependent on:

- Selecting, developing and performing ongoing or separate evaluations of the components of internal control.
- Evaluating and communicating deficiencies to those responsible for corrective action, including senior management and the board of directors, where appropriate.

3. RECENT LITERATURE REVIEW

Following a well-constructed search strategy previously applied by Neratzidis and Tsamis (2017), we conducted a literature review based on various well-known scholarly databases such as Google Scholar, Research Gate, Scopus, Social Science Research Network (SSRN) and Web of Science. We limited our focus extensively to articles published between 2014 and 2018, as the updated COSO Framework emerged in 2013. The search criteria are restricted to the following fields: "Internal audit", "COSO 2013 Framework". Relevant papers were selected in a systematic manner by title, abstract and Keywords. Thus, a total of 07 highly relevant publications were identified and analyzed in descending chronological order according to the published year.
internal audit department to the implementation process, with some firms also engaging outside consultants. Respondents also view the 17 principles as a set of rules for achieving effective internal controls but indicate these principles still allow for sufficient management judgment over internal control systems. In addition, most respondents report some type of change to at least one of the five components of internal control, with the Risk Assessment component receiving the greatest number of changes. Furthermore, a majority of respondents indicated improvements to controls across several IT-related areas.

Rae, et. al. (2017) examines the associations among COSO components and how they affect the monitoring function of organizations. Structural equation modeling was used to run confirmatory factor analysis to determine the measurement models for the five COSO components. The results show that control environment is associated with three dimensions of information and communication (information accuracy, information openness, communication, and learning). Additionally, two dimensions of information and communication (communication and learning, and information feedback flow) were found to be associated with risk assessment. An indirect association is supported by the results between control environment and risk assessment through the associations among three dimensions of information and communication (information accuracy, information openness and information feedback flow). Risk assessment is associated with control activities, which is subsequently associated with monitoring.

Bruwer et. al. (2017) determines the empirical relationships between internal control activities and managerial conduct, and the perceived sustainability of South African small, medium and micro enterprises. Data were obtained from 120 members of management and 120 employees and 240 stakeholders of SMEs operating in the Fast Moving Consumer Goods industry. From the results, it is obvious that managerial conduct and internal control activities have a weak influence on the perceived sustainability. The latter is strengthened when management is skilled and knowledgeable, have strong values regarding self-control and humanitarian philosophies, and do not allow employees to authorize transactions without their consent.

The research of Lai, et. al. (2017) investigates the relationship between internal control weaknesses and firm performance based on the COSO five-component framework. They use secondary data from the Audit Analytics database and Compustat database for firms that are traded in the U.S. stock markets during the period 2004 to 2007. The results indicate that the control environment, information technology, accounting policies, procedures and documentation, and control design have a significant negative impact on firm performance. Lastly, the study reveals that delays in remedying internal control weaknesses negatively impact firm performance.

Agyei-Mensah, (2016) examined the impact of corporate governance factors on the disclosure of internal control information by firms in Ghana. A data set from 110 firms for the year ending of 2013 was used. The main finding is that most of the sampled firms did not disclose sufficient internal control information in their annual reports. Also, the regression analysis shows that board independence explains the internal control disclosure. Specifically, independent directors help to improve the quality of disclosure and increase the transparency of information.

The study of Adetula, et. al. (2016) assesses the internal control system of tertiary institutions in Nigeria using four tertiary institutions in South-West, Nigeria. Primary data was collected through questionnaire. Findings revealed that the universities adhered to internal controls established by management such as segregation of duties, performance of supervisors’ role, internal audit functions and the management review function. Furthermore, many components of the internal control system are properly situated except that the internal audit unit of those universities is not independent. So, the study recommends that internal audit unit should be independent department and the head of that department should report directly to the highest level of management within the institution.

Yudianti and Suryandari (2015) evaluate the implementation of internal control and risk management in private universities and colleges located at Special Province of Yogyakarta. Primary data was collected by the use of a questionnaire that was addressed to the head of higher education institutions. The research found that the majority of the Higher Education Institutions have implemented internal control system which is related to internal control environment, risk assessment, control activities, information and communication, and monitoring. Other result showed that internal Control and risk management positively influenced the implementation of Good University Governance.

4. RESEARCH METHODOLOGY

4.1 Sample

For the accomplishment of the research only listed companies were selected, as they are obliged by the law to set up an Internal Audit department. Specifically, our pool of participants was drawn from the Index FTSE/ATHEx Large Cap that consists of 25 of the largest and most liquidated companies that trade in the Athens Stock Exchange in 2016. These companies, considering their market capitalization and high reputation, have the largest composite value, growth, and profitability score.3

3 Until October 2016 the Index consisted of the following 25 companies: Alpha bank (ALPHA), Aegean Airlines S.A. (AEGN), Viohalco S.A. (VIO), Gektersna (GEKTERNA), Grivalia Properties (GRIV), Power Public Corporation S.A. (PPC), Coca-Cola TriA Epsilon (EEE), Ellaktor (ELLAKTOR), Hellenic Petroleum (ELPE), National Bank of Greece (ETE), EYDAP S.A. (EYDAP), Eurobank (EUROB), Athens Exchange Group (EXAE), METKA (METKK), Motor Oil (MOH), Jumbo (BELA), Holdings Mytilineos (MYTIL), Piraeus Port Authority S.A. (PPA), OPAP (OPAP), Hellenic Telecom Organization S.A. (HTO), Piraeus Bank (TPEIR), Terna Energy (TENERGY), TITAN Cement (TITK), Folli Follie (FFGRP), Lamda Development (LAMDA).
4.2 Data collection method

Primary data were collected using the quantitative technique of questionnaire. The questionnaire-based survey is considered the most appropriate research method as to seek information that is not publicly available, collect data quickly and anonymity feedback encourage openness and honesty (Drogalas and Siopi, 2017; van der Nest, 2017; Karagiorgos, et. al. 2011; Agbejule and Jokipii, 2009).

The structured questionnaire was parted from two sections. The first one includes three questions, the completion of which is mandatory, ensuring the anonymity and confidentiality. It intends to gather specific information in respect to the type of Industry Sector, the relative size of the company and also the number of auditors that a company employs. The second part consists of 17 close-ended statements about Control Environment, Risk Assessment, Control Activities, Information and Communication and Monitoring Activities. Respondents were asked to indicate how much the statements are true in terms of a five-point Likert scale that ranged from “Very Much” (scored as 1) to “Not at all” (scored as 5). A vast majority of researchers use this measurement as it is reliable, accurate and easy to use (Karagiorgos, et. al., 2011). The questionnaire was created in a Google Form format to facilitate the rapid supplementing and to be assessed and processed in real-time.

4.3 Data analysis

A total of 25 companies were invited to participate in the survey, yielding a response rate of 52%. Concerning the descriptive data for participants’ companies, it is obvious from the Figure 1 that there is an unbalanced distribution among industry sectors. A substantial majority of companies (46.2%) belong to the segment “others” that includes Gaming, Manufacturing, Metal Construction and Real Estate, followed by Trade industry (30.8%). According to the number of employees as a proxy of company’s size, the majority of companies can be classified as large-sized employing more than 500 employees (53.8%). Lastly, the 76.9% of the companies have 1 to 5 auditors, when only 15.4% have more than 15 auditors.

Figure 1. Descriptive statistics for companies participated in the research

Source: Field survey 2016

5. EMPIRICAL RESULTS

Regarding the perspective of “Control Environment” it can be stated that most respondents (76.1%) strongly believe that the organization demonstrates a commitment to integrity and ethical values. To a lesser extent (53.8%), the Board of Directors demonstrates independence from management and exercises oversight of the development and performance of internal control. Moreover, participants verify that a job description at all levels has been done and the separation of duties and responsibilities of workers is clear (61.5% and 58.3%, respectively). Lastly, respondents (69.2%) support the view that management establishes structures, reporting lines, authorities, responsibilities in the pursuit of organizations’ objectives (Table 1). So, strong controls exist in the (operating) control environment incorporating the principles of integrity and ethical values, attention, and oversight provided by the Board of Directors, management philosophy and operating style, organizational structure, manner of assigning authority and responsibility, and human resources policies and procedures.
Table 1. Perceptions of the Control Environment

<table>
<thead>
<tr>
<th>Statements</th>
<th>Percentage</th>
</tr>
</thead>
<tbody>
<tr>
<td>Q1. The organization demonstrates a commitment to integrity and ethical</td>
<td>76.1</td>
</tr>
<tr>
<td>values.</td>
<td>23.1</td>
</tr>
<tr>
<td>Q2. The Board of Directors demonstrates independence from management</td>
<td>38.5</td>
</tr>
<tr>
<td>and exercises oversight of the development and performance of internal</td>
<td>53.8</td>
</tr>
<tr>
<td>control.</td>
<td>7.7</td>
</tr>
<tr>
<td>Q3. A job description at all levels has been done.</td>
<td>61.5</td>
</tr>
<tr>
<td>Q4. The separation of duties and responsibilities of workers is clear.</td>
<td>58.3</td>
</tr>
<tr>
<td>Q5. Management establishes, with board oversight, structures, reporting</td>
<td>69.2</td>
</tr>
<tr>
<td>lines, and appropriate authorities and responsibilities in the pursuit</td>
<td>23.1</td>
</tr>
<tr>
<td>of objectives.</td>
<td>7.7</td>
</tr>
</tbody>
</table>

Source: Field survey 2016

The results about the perspective of “Risk Assessment” indicate that the organization specified clear objectives for identification and assessment of risks (58.3%) and determined risk management processes (61.5%). In addition, respondents strongly agree (61.5%) that the organization considers the potential for fraud and significant changes identified and assessed (53.8%) (Table 2). Thus, it is generally accepted that strong controls exist in the risk assessment process incorporating the principles of specifying organization-wide objectives, analyzing process-level objectives, assessing the potential of fraud.

Table 2. Perceptions of the Risk Assessment

<table>
<thead>
<tr>
<th>Statements</th>
<th>Percentage</th>
</tr>
</thead>
<tbody>
<tr>
<td>Q6. The organization specifies objectives with sufficient clarity to enable</td>
<td>33.3</td>
</tr>
<tr>
<td>the identification and assessment of risks relating to objectives.</td>
<td>53.8</td>
</tr>
<tr>
<td>Q7. The organization identifies risks to the achievement of its objectives</td>
<td>23.1</td>
</tr>
<tr>
<td>across the entity and analyzes risks as a basis for determining how the</td>
<td>61.5</td>
</tr>
<tr>
<td>risks should be managed.</td>
<td>15.4</td>
</tr>
<tr>
<td>Q8. The organization considers the potential for fraud in assessing risks</td>
<td>61.5</td>
</tr>
<tr>
<td>to the achievement of objectives.</td>
<td>30.8</td>
</tr>
<tr>
<td>Q9. The organization identifies and assesses changes that could significantly</td>
<td>38.5</td>
</tr>
<tr>
<td>impact the system of internal control.</td>
<td>53.8</td>
</tr>
</tbody>
</table>

Source: Field survey 2016

Next, the research examines views concerning “Control Activities”. The vast majority of respondents (approximately 92%) agree to a great extent that the organization selects and develops control activities to mitigate the risks and achieve its objectives. Additionally, more than half of the respondents (53.8%) agree that general Information and Technology activities are selected and developed. Similarly, the respondents (53.8%) agree that controls deployed policies and procedures (Table 3). Hence, it is widely accepted that organization develops strong control activities including policies and procedures that mitigate risks and also technology control activities.

Table 3. Perceptions of the Control Activities

<table>
<thead>
<tr>
<th>Statements</th>
<th>Percentage</th>
</tr>
</thead>
<tbody>
<tr>
<td>Q10. The organization selects and develops control activities that contribute</td>
<td>46.2</td>
</tr>
<tr>
<td>to the mitigation of risks to the achievement of objectives to acceptable</td>
<td>46.2</td>
</tr>
<tr>
<td>levels.</td>
<td>7.7</td>
</tr>
<tr>
<td>Q11. The organization selects and develops general activities over technology</td>
<td>38.5</td>
</tr>
<tr>
<td>to support the achievement of objectives.</td>
<td>53.8</td>
</tr>
<tr>
<td>Q12. The organization develops control activities through policies that establish</td>
<td>38.5</td>
</tr>
<tr>
<td>what is expected and procedures that put policies in action.</td>
<td>53.8</td>
</tr>
</tbody>
</table>

Source: Field survey 2016
Respondents’ notion about “Information and Communication” is that management obtains, generates and uses quality information to support the internal control system (53.8%). In addition, effective information and communication are vital for an entity to achieve its objectives. Particularly, the organization management needs access to relevant and reliable communication related to internal as well as external sources (53.8% and 61.5%, correspondingly) (Table 4). As a result, the guiding principle of strong information and communication-related controls include the use of relevant information and the communication with internal and external parties.

Table 4. Perceptions of the Information and Communication

<table>
<thead>
<tr>
<th>Statements</th>
<th>Percentage</th>
</tr>
</thead>
<tbody>
<tr>
<td>Q13. The organization obtains or generates and uses relevant, qualified information to support the functioning of internal control.</td>
<td>53.8 38.5 7.7 0 0</td>
</tr>
<tr>
<td>Q14. The organization internally communicates information, including objectives and responsibilities for internal control, necessary to support the functioning of internal control.</td>
<td>53.8 30.8 15.4 0 0</td>
</tr>
<tr>
<td>Q15. The organization communicates with external parties regarding matters affecting the functioning of internal control.</td>
<td>15.4 61.5 7.7 15.4 0</td>
</tr>
</tbody>
</table>

Source: Field survey 2016

Finally, concerning the perceptions about “Monitoring Activities” the vast majority of respondents (92.4%) support that monitoring activities are performed through application of both ongoing evaluations and separate evaluations. In the same line, it is believed (92.4%) that these evaluations facilitate identification of internal control deficiencies and communicate them to higher levels of management and the board of directors responsible for taking a corrective action (Table 5). Inevitably, monitoring activities are accomplished through the ongoing monitor, separate evaluations, and reporting deficiencies.

Table 5. Perceptions of the Monitoring Activities

<table>
<thead>
<tr>
<th>Statements</th>
<th>Percentage</th>
</tr>
</thead>
<tbody>
<tr>
<td>Q16. The organization selects, develops and performs ongoing and/or separate evaluations to ascertain whether the components of internal control are present and functioning.</td>
<td>46.2 46.2 7.7 0 0</td>
</tr>
<tr>
<td>Q17. The organization evaluates and communicates internal control deficiencies in a timely manner to those parties responsible for taking corrective action, including senior management and the Board of Directors, as appropriate.</td>
<td>46.2 46.2 7.7 0 0</td>
</tr>
</tbody>
</table>

Source: Field survey 2016

The overall results highlight the importance of achieving alignment with all the above components in order to ensure “organizational governance maturity” in the meaning of establishing adequate governance structures, systems and processes, and the degree to which the board, management, and employees implemented and adhered to these governance structures, systems and processes (Wilkinson and Coetzee, 2015). Namely, the significance of Control Environment to a sound internal control system is established by management, providing discipline and structure, human resources practices and assignment of responsibility. Risk Assessment determines the linkage between organization’s objectives (broad and narrow) and possible risks to which organization are exposed. The vitally important role of Control Activities ensures an effective governance structure. Certain policies and procedures are planned and implemented in order to ensure correct responses to risks. Information and Communication emphasize the importance of information and internal communication flows in controlling entity’s activities and last but not least, Monitoring Activities ensure that the effective operation of internal controls.

6. CONCLUSIVE REMARKS

The application of COSO internal control framework contributes to the improvement of governance, risk management, and internal control processes as it offers a systematic and disciple approach. Corporate should be benefited from a better understanding of the interrelated connection among the components of internal control systems, which are integrated into the management process resulting in the maximizing shareholders’ value.

While all components of an internal control system are vital, a combination between them can lead to managerial excellence and effective governance. The component of Control Environment is the foundation of internal control function as it sets the tone at the top of the organization and provides policies and procedures and features discipline, structure, and integrity. Moreover, the organization inevitably faces different levels of risks. Organization’s stewards performing an effective risk assessment mechanism focuses on identifying specific risk-based factors (internal and external), setting and following solid preventive actions. Furthermore, the flow of adequate information, at all levels of management when it comes to internal
controls, facilitate the communication and ensure effective decision-making.

Overall, the internal control system is designed to provide reasonable assurance regarding the achievement of objectives relating to operations, reporting and compliance. Therefore, internal audit is effective in each of those categories of objectives when Board of Directors and Management take the assurance that the company’s objectives are managed and the published financial statements are reliable. In addition, assurance should be provided for the compliance with the provisions of the legislation in force.

The analysis should be viewed taking into account its limitations and raising topics for future research. First, the limited research sample delineates several avenues for expanding the empirical evidence. Secondly, it is recommended to apply the COSO 2013 Framework to more industries and sectors to gain in-depth knowledge of the components of internal audit in many areas and make the appropriate comparisons. Finally yet importantly, it would be useful to use more rigorous methodological techniques. Namely, the partial least square estimation method is found appropriate as it is able to handle errors of measurement in exogenous variables and accommodate both explanatory and confirmatory analysis.
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